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[bookmark: _Hlk159329672]1	Decision/action requested
Approve the proposal.
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3	Rationale
The Study on Service Based Management Architecture enhancement phase 3 [1] includes the work task:
WT-3.1	Study whether a new 3GPP alarm type in Alarm definition is needed.
This document specifies the use-cases and potential requirements and solution for this topic. The main goals are:
· Simplified identification of alarming conditions. Use the specificProblem as an identifier as this solution is already used by multiple vendors.
· Supplying supporting data for each alarming conditions in the form of an Alarm Definition
· Simplifying alarm notification filtering for each alarming condition
· Allow operators to decide which alarming conditions/alarm definitions they consider for each severity 
4	Detailed proposal
First change
4	Concepts and background
4.a		Alarm definition
Observation 1: Concept of “Alarm definition”
Consider this definition of Alarm-Identifying-Attributes TS 28.111:
Alarm identifying attributes: A set of attributes (objectInstance, alarmType, probableCause and specificProblem, if present) that identify an alarm. ObjectInstance identifies the network resource, while alarmType, probableCause and specificProblem (if present) identify the alarming condition.
Of these alarm-identifying-attributes, objectInstance identifies the network resource that has sent the alarm notification, i.e., (a). The remaining attributes, i.e., alarmType, probableCause and specificProblem, represent the alarming condition, i.e. (b). 
[bookmark: _Hlk150266791]This definition implies, on a conceptual level, that alarm notifications can be grouped together based on the values of alarmType, probableCause and specificProblem indicating (b) the same alarming condition. This concept has not yet been explored in 3GPP SA5. 
A potential name for this new concept is “Alarm definition”. “Alarm definition” is a set of information about a specific alarming condition. It has a single unique identifier. It includes the information in alarmType, probableCause and specificProblem and potentially other information too. Identifying an alarming condition based on the above 2 mandatory and one optional parameter is complicated both for SW and even more for a human user. None of the three parameters are guaranteed to be unique. Identifying the alarming condition based on a single unique parameter is much simpler. A single parameter can be used as a key or id of the alarming condition. 
A number of vendors started using specificProblem as a single unique identifier for the alarming condition, however, that is not a standard solution and as a further problem specificProblem is optional.
We propose to introduce the concept of alarm-definition with a single unique identifier to describe the alarming condition. In the following observations we identify multiple use-cases where alarm definition would be useful. It could also be expanded to include other information useful to the management of an alarm.
Observation 2: Alarm capability
Currently, there is no mechanism defined that a Fault MnS consumer can use to retrieve the set of all alarming conditions that a network resource could notify about.
If the concept of “Alarm definition” would have a representation in an NRM, then a network resource could use it to present the alarm notifications that this network resource can generate. 
Observation 3: Context-sensitive alarm capability
The set of alarming conditions that a particular network resource can notify about, i.e., its set of supported “Alarm definitions”, could change depending on the current state of that network resource, e.g., configuration, software composition, licenses.
For example, a particular gNB could provide gNB CU-CP, gNB CU-UP and gNB DU functionality, but may currently be providing gNB DU functionality only. In this case, the gNB will only send notifications about alarming conditions that are relevant for the gNB DU.
Likewise, a gNB DU may support optional features, such as Carrier Aggregation, that may be configured or not at any given time. The gNB DU will then only send notifications about alarming conditions that are relevant for the features currently configured. 
Observation 4: Overriding perceived severity using Alarm definition
Each vendor will define a set of alarms and their perceivedSeverity values. Operators sometimes have a different view of the severity of a specific alarming condition. Operators would like to be able to override the severity of alarming conditions.
In TS 28.532, the notification notifyChangedAlarm is specified in clause 11.2.1.1.5. This notification allows a network resource to notify when the perceivedSeverity of an existing AlarmInformation changes to a value other than CLEARED. This notification is furthermore explicitly included in the state diagram in clause 11.2.2.1.3.1.3, in particular Figure 11.2.2.1.3.1.3-1. This implies that a change of perceivedSeverity carries special importance.
Furthermore, consider this definition of the information attribute additionalInformation from TS 28.532, clause 11.2.2.1.5.1:
	additionalInformation
	This attribute when present allows the inclusion of a set of vendor specific alarm information in the alarm.

A specific condition for this optional population is when an alarm presented by the Management System (e.g. via the user interface) has different values of perceived severity, and / or alarm type, compared with the values presented to the Itf-N.

Any other uses of additional information on the alarm and its semantics are outside the scope of the present document
	The additional information field is a list of one or more information parts.

The present document allows the support of two such information parts to carry
-	vendor defined perceived severity
-	vendor defined alarm type
using defined identification.
Other vendor specific information parts are allowed by using vendor specific identifications.



This definition implies that the perceived severity sent by a network resource in an alarm notification may differ from the vendor-defined perceived severity for that same alarming condition. In other words, the change of perceived severity for an alarming condition in runtime is a supported use case.
However, this use case is currently not specified. Furthermore, there is currently no mechanism defined that would allow a Fault MnS Consumer to request a change to the perceived severity originally specified by the vendor.
Observation 5: Alarm definitions as input to alarm filtering
Filtering alarm notifications would be easier if based on alarm definitions including a single identifier for the alarming condition instead of the 2 or 3 parameters that would be needed today.

Next change
5	Use cases and potential requirements
5.a		Alarm definition

	Requirement label
	Description
	Related use case(s)/Motivation

	[bookmark: _Hlk161153479]REQ-MS-FMAL-1
	Every alarm shall have a single unique identifier that identifies the alarming condition. The identifier shall be a short (recommended no more than 64 characters), human readable string.
	Motivation: it should be easy to identify the alarming condition. This facilitates easier understanding the situation, easier referencing the alarming condition and easier filtering of alarm notifications.

	REQ-MS- FMAL-2
	Every alarming condition as identified in REQ-MS-FMAL-1 shall have a set of associated data that describes the alarming condition. 
The information set shall include: alarmType, probableCause, specificProblem
The information set should include: description, configuredSeverity
	The identifier specified in REQ-MS- FMAL-1 and the information set defined in REQ-MS- FMAL-2  together constitute the "Alarm definition".

Motivation: The consumer wants to list the supported alarms and related information.

	REQ-MS- FMAL-3
	The unique identifier specified in REQ-MS-FMAL-1 shall be an input parameter of all notifications about an individual alarm.
	Motivation: Facilitate easy notification filtering to allow consumers to receive only relevant notifications.

	REQ-MS- FMAL-4
	The MnS producer shall provide a list of all the alarm definitions supported. The list may be context sensitive; it may change depending on external conditions.
	Motivation: The consumer wants to list the supported alarms and related information.

	REQ-MS- FMAL-5
	The information set defined by REQ-MS- FMAL-2 about an individual alarming condition should be made available in the NRM.
	Motivation: The consumer wants to list the supported alarms and related information.

	REQ-MS- FMAL-6
	The identifier defined in REQ-MS-FMAL-1 shall be usable in notification filtering.
	Motivation: Facilitate easy notification filtering to allow consumers to receive only notifications relevant for them.

	REQ-MS- FMAL-7
	The MnS consumer shall be able to override the severity of the alarming condition by a configured severity.
	Motivation: Allow operators to decide which alarming conditions/alarm definitions they consider for each severity e.g. which alarm definitions are critical.



Next change
6	Potential solutions
6.a		Alarm definition
The specificProblem shall be used as the unique identifier (unique within a producer) identifying the alarming condition as required by REQ-MS-FMAL-1. 
SpecificProblem shall be mandatory to support in the notifications notifyNewAlarm, notifyClearedAlarm, notifyChangedAlarmGeneral, notifyChangedAlarm, notifyCorrelatedNotificationChanged, notifyAckStateChanged, notifyComments.
SpecificProblem shall be mandatory to be included in all the notifications listed above.
The objectInstance in the alarmRecord and the specificProblem together shall uniquely identify an alarm instance. The AlarmList.alarmRecords shall contain at most one record with a specific objectInstance-specificProblem pair.
After the proposed changes the consumer can still use both existing methods (1,2) to identify an alarm instance or use the new 3rd method
1) alarmId - always present in all alarm notifications
[bookmark: _MCCTEMPBM_CRPT22660400___7]2) objectInstance + alarmType + probableCause + specificProblem - today not always present in alarm notifications
3) objectInstance + specificProblem - today not always present in alarm notifications, but always present according to proposed changes
6.b	Advertisement of supported alarming conditions
Define the AlarmDefinition IOC. It shall be contained under the AlarmList IOC. It shall have the specificProblem in the Id attribute. All its attributes (See REQ-MS- FMAL-2) shall be read-only except configuredSeverity  (e.g. alarmType, probableCause, etc.). If configuredSeverity is defined in AlarmDefinition, that shall be used in FM notifications and in the AlarmList.alarmRecord.perceivedSeverity. 
End of change

